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Zintegrowany System Zarzadzania Oswiata - konfiguracja przegladarki
internetowej IE

2020-03-04

Uzytkownikowi komputera lokalnego nadajemy na czas konfiguracji uprawnienia do lokalnego
administratora.

1.1 Tworzymy skrét na pulpit do Internet Explorer w wersji 32 bit w tym celu:

e Wchodzimy w Start->Komputer->Dysk C->C:Program Files (x86)->Internet Explorer

e Ustawiamy sie na iexplore i prawym klawiszem myszy wybieramy Wyslij do->Pulpit (Utwérz
skrot)

e Na pulpicie utworzy nam sie skrét iexplore — skrot ktérego nazwe mozemy zmieni¢ na ZSZO
prawym przyciskiem myszy i Zmieh nazwe.

1.2 Tworzymy katalog na dysku C o nazwie ZSZO i nadajemy uprawnienia do TEMP w tym celu:

e Wchodzimy w Start->Komputer->Dysk C i wybieramy Nowy folder, ktéry nazywamy ZSZO.
e Dodajemy uprawnienia uzytkownikowi komputera do odczytu i zapisu do katalogu C:
WINDOWS TEMP

1.2 Wchodzimy w Panel sterowania->Konta uzytkownikéow->Konta uzytkownikow->Zmien
ustawienia funkcji Kontrola konta uzytkownika i zmniejszamy poziom kontroli.

1.3 Konfigurujemy przegladarke Internet Explorer
1.3.1 ustawiamy strone startowg (zaktadka Ogdlne)

e uruchamiamy skrét na pulpicie o nazwie ZSZO, ktéry w punkcie 1.1 utworzyliSmy

e wchodzimy na strone internetowg www.zszo.um.krakow.pl

e naciskamy ALT+X + O i wybieramy Opcje internetowe a nastepnie w zaktadce Ogdlne
przyciskamy Uzyj biezacej

1.3.2 ustawiamy strefe do wyswietlania

» z zaktadki Ogdlne przechodzimy na zaktadke Zabezpieczenia, wybieramy Zaufane witryny ,
naciskamy przycisk Witryny i dodajemy 2 witryny:

https://zszo.um.krakow.pl
https://draco.zszo.um.krakow.pl

i klikamy Zamknij

e bedac caty czas w zaktadce Zabezpieczenia z zaznaczonym Zaufane witryny odznaczamy


http://www.zszo.um.krakow.pl
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Wiacz tryb chroniony (ma by¢ puste pole)
* bedac caty czas w zaktadce Zabezpieczenia z zaznaczonym Zaufane witryny klikamy
przycisk Poziom niestandardowy... i prosze zastosowac nastepujacg konfiguracje:

Automatyczne monitowanie dla formantéw ActiveX : Wiacz

Inicjowanie i wykonywanie skryptéw formantéw ActiveX : Wiacz

Pobieranie niepodpisanych formantéw ActiveX: Wtacz

Pobieranie podpisanych formantéw ActiveX: Wiacz

Uruchamianie formantéw ActiveX i dodatkéw plug-in: Wiacz

Wykonywanie skryptéw formantéw ActiveX zaznaczonych jako bezpieczne: Wiacz
Zachowania elementdéw binarnych i skryptéw: Wiacz

Po zaznaczeniu odpowiednich pél zaakceptuj zmiany klikajgc OK konhczac prace w Opcjach
internetowych.

1.3.3 naciskamy ALT+X + U i wybieramy Ustawienia widoku zgodnosci i w polu Dodaj te
witryne sieci Web: wpisujemy um.krakow.pl
i klikamy przycisk Dodaj i Zamknij

1.3.4 Instalujemy certyfikat CA UMK klikajac ten Ilink
https://zszo.um.krakow.pl/DracoEngine/res/CA_UMK.cer i wybierajgc Otwérz

* po otwarciu okna Informacja o certyfikacie klikamy Zainstaluj certyfikat... i w kolejnym

kroku (Dalej) wybieramy Umies¢ wszystkie certyfikaty w nastepujacym magazynie a

nastepnie Przegladaj i wskazujemy Zaufane gtéwne urzedy certyfikacji. Nastepnie OK,

Dalej i Zakoncz.

1.3.5 Po zatwierdzeniu ustawien instalujemy autoryzacje klikajac nastepujacy link
http://www.zszo.um.krakow.pl/autoryzacja/setup.exe

1.3.6 Po zainstalowaniu autoryzacji wracamy do strony gtdwnej poprzez nacisniecie klawiszéw ALT +

HOME i klikamy przycisk

Portal logowania do Systemu ZSZ0O a system w kolejnych krokach logowania poprosi nas o
zainstalowanie

2 kontrolek SIGNAX i RDPAX.

Uzytkownikowi komputera lokalnego odbieramy po konfiguracji uprawnienia do lokalnego

EL NN E1CI = MNalezy to wykonad bezpiecznie aby w systemie pozostato przynajmniej 1 konto


https://zszo.um.krakow.pl/DracoEngine/res/CA_UMK.cer
http://www.zszo.um.krakow.pl/autoryzacja/setup.exe

